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PREFACE
National qualification titled Computer Hardware Personnel (Level 5) has been issued as per the provisions of Vocational Qualifications Authority (VQA) Law No. 5544 and “Vocational Qualification, Testing and Certification Regulation” introduced pursuant to the aforementioned Law. 

Qualification draft was issued by TUBIDER Information Sector Association, assigned with the cooperation protocol signed on …/…/2011. Opinions of related institutions and organizations in the sector on the draft were received and necessary amendments were made upon the evaluation of the opinions. Upon analyzing and evaluation of the final draft by the VQA Information Technologies Sector Committee and receiving Committee’s opinion, this final draft was decided to be included in the National Qualification Framework (NQF) after its approval by VQA Board of Directors’ decision No________ dated …/…/2011.

We thank every person, institution and organization who has contributed to the stages of  preparing, presenting, analyzing and verifying opinions; and we submit this document for the information of all parties who may benefit from it. 
Vocational Qualifications Authority 

INTRODUCTION
Key criteria in preparing national qualification, analyzing it in sector committees and putting it into action upon the approval of VQA Board of Directors were determined by Vocational Qualification, Testing and Certification Regulation. 

National qualifications include the following points;



a) Name and Level of the qualification, 



b) Purpose of the qualification,

c) Occupational standard, units/roles of the occupational standards or qualification units that constitute a basis for qualification,

d) Requirements regarding the taking the qualification exam,


e) Training outputs and performance index based on qualification units,


f) Testing, assessment and evaluator criteria to be applied in achieving the qualification,


g) Validity date, renewal conditions and conditions regarding the surveillance of holder of the qualification certificate,


h) Institution/organization which developed the qualification and the Sector Committee which verified the qualification.

National qualifications are generated based on national occupational standards and/or international occupational standards.

National qualifications are formed by and a collective operation of

· Formal and non-formal educational institution 

· Authorized certification body 

· Organizations that made pre-application of authorization 

· Organizations that prepared national vocational standard

· Vocational Organizations

	{REFERENCE CODE} COMPUTER HARDWARE PERSONNEL NATIONAL QUALIFICATION

	1
	 QUALIFICATION TITLE
	Computer Hardware Personnel

	2
	 REFERENCE CODE
	-

	3
	 LEVEL
	5

	4
	 INTERNATIONAL CLASSIFICATION 
	ISCO 08: 3512, 7421, 3114

	5
	 TYPE
	-

	6
	CREDIT VALUE
	-

	7
	 A) PUBLISH DATE
	-

	
	 B) REVISION NO
	-

	
	 C) REVISION DATE
	-

	8
	 AIM
	This qualification has been developed to test, asses and certificate the knowledge, skill and competencies required to be owned by Computer Hardware Personnel.

	9
	 OCCUPATIONAL STANDARD(s) RELATED TO THE QUALIFICATION

	Computer Hardware Personnel (Level 5) National Qualification Standard{Reference No}

	10
	ENTRY REQUIREMENT(S) FOR QUALIFICATION EXAM 

	

	11
	QUALIFICATION STRUCTURE

	 11 a) Mandatory Units 

	{Reference No}/A1 Occupational Health, Occupational Safety and Environmental Protection Measures
{Reference No}/A2 Quality Management and Occupational Development Activities 
{Reference No}/A3 Work Organization 
{Reference No}/A4 Computer Assembly and Configuration

	 11 b) Optional Units 

	{Reference No}/B1 Computer Maintenance, Trouble Detecting and Simple Troubleshooting 
{Reference No}/B2 Hardware Trouble Detecting and Advance Troubleshooting
{Reference No}/B3 User Relationship and Technical Support 

	 11 c) Grouping Alternatives of Units and Additional Learning Outcomes

	- Mandatory Units : Assembly and configuration services
- Mandatory Units+ B1: Assembly, configuration, maintenance and on-site services 

- Mandatory Units+ B1 + B2: Assembly, configuration, maintenance and  technical services
- Mandatory Units+ B1 + B3: Assembly, configuration, maintenance, on-site and customer support services

	12
	TESTING AND ASSESSMENT

	To obtain qualification certificate, an attendant has to succeed in each of the qualifications in Group A mandatory qualification units. Attendants may prefer entering the exams of Group B qualification units stated above, which are developed with regard to the main occupational activities. Theoretical exams shall be based on computer/internet or applied in written. A1, A2 and A3 units shall be assessed via common exam; and the other units shall be assessed via exams applied separately. Applicable tests are:
- T1: Mandatory exam covering A1, A2, A3 qualification units
- T2: Mandatory exam covering A4 qualification unit
- T3: Optional exam covering B1 qualification unit
- T4: Optional exam covering B2 qualification unit
- T5: Optional exam covering B3 qualification unit
Exams may be applied consecutively and independently. Questions in the exam shall be designed to test all the learning outcomes and performance criteria, projected to be tested. Exam and success assessment shall be performed according to the criteria stated in testing and assessment category of each unit. 
Attendants have to succeed in all of the mandatory and optional tests, chosen by the attendant, within 1 year. In case of this process exceeds 1 year; attendant has to re-enter the exams in which he/she has succeed. 

	13
	  VALIDITY DURATION OF THE CERTIFICATE 
	Validity duration of the qualification certificate shall be 3 years as of the date on which it is issued.

	14
	  MONITORING FREQUENCY
	During the validity duration of the certificate; vocational competence performance report/service declaration form from self-employed shall be demanded for at least 2 times. 

	15
	 TESTING-ASSESSMENT METHOD TO BE USED DURING CERTIFICATE RENEWAL 
	In the renewal process of the certificate, limited Context exam including up-to-date information shall be applied.

	16
	 INSTITUTION(S) DEVELOPED THE QUALIFICATION 
	TUBIDER Information Sector Association

	17
	 SECTOR COMMITTEE VALIDATED THE QUALIFICATIONS 
	VQA Information Technologies Sector Committee

	18
	 APPROVAL DATE AND NR. OF VQA ADMINISTRATIVE BOARD 
	-


ANNEXES
ANNEX 1: Qualification Units
1. {Reference No}/A1 Occupational Health, Occupational Safety and Environmental Protection Measures
2. {Reference No}/A2 Quality Management and Occupational Development Activities 
3. {Reference No}/A3 Work Organization 
4. {Reference No}/A4 Computer Assembly and Configuration
5. {Reference No}/B1 Computer Maintenance, Trouble Detecting and Simple Troubleshooting 
6. {Reference No}/B2 Hardware Trouble Detecting and Advance Troubleshooting
7. {Reference No}/B3 User Relationship and Technical Support 
ANNEX2: Terms, Symbols and Abbreviations
ISCO: International Standard Classification of Occupations
OHS: Occupational Health and Safety

NATIONAL QUALIFICATION STANDARD: Minimum standards showing the necessary knowledge, skill, manner and attitudes accepted by Vocational Qualification Authority (VQA) to perform a profession  

	{REFERENCE CODE} OCCUPATIONAL HEALTH, OCCUPATIONAL SAFETY AND ENVIRONMENTAL PROTECTION MEASURES QUALIFICATION UNIT

	1
	 QUALIFICATION TITLE
	Occupational Health, Occupational Safety and Environmental Protection Measures

	2
	 REFERENCE CODE
	{Reference No}/A1

	3
	 LEVEL
	5

	4
	 CREDIT VALUE
	-

	5
	 A) PUBLISH DATE
	-

	
	 B) REVISION NO
	-

	
	 C) REVISION DATE
	-

	6
	 OCCUPATIONAL STANDARD(s) RELATED TO THE QUALIFICATION

	Computer Hardware Personnel (Level 5) National Qualification Standard{Reference No}

	7
	 LEARNING OUTCOMES

	Learning Outcome 1: Take OHS measures.
1.1. Determines potential OHS threats likely to be experienced during operations.
1.2. Identifies precautions required to be taken against threats.

1.3. Attends works carried out to reduce risk and threat factors. 
1.4. Uses PPE (Personal Protective Equipment) during operations.
1.5. Places warning signs and boards in the area he/she performs operation.
1.6. Keeps OHS protection and intervention equipment in working order. 
1.7. Has ventilation, heating-cooling and illumination measures taken before operation.

1.8. Performs grounding process against static electricity risk.
1.9. Places combustible and flammable materials safely.
1.10. Uses instruments, devices and tools in accordance with the safety instructions.
1.11. Obeys safe working periods.

1.12. Supervises whether the personnel obeys OHS rules and their PPE usage.
1.13. Shows the personnel how to correct their attitudes which are not in compliance with OHS rules.
1.14. Conducts administrative processes regarding the attitudes which are not in compliance with the OHS rules.
1.15. Implements emergency measures of the establishment in cases of emergency and dangerous states. 
Context 1:
Acts in accordance with the OHS instruction of the establishment in each of the performance criteria.
1.1 and 1.4: Acts in accordance with the special features of the work and area on which such work will be performed. 
1.15: Acts in accordance with the performance criteria regarding {Reference No} Computer Hardware Personnel (Level 5) National Qualification Standard A.4.
Learning Outcome 2: Takes environmental protection measures. 
2.1. Lists environmental impacts and potential threats regarding the operations.
2.2. Identifies measures required to be taken against threats.
2.3. Determines what is needed to be done to reduce risk and threat factors.
2.4. Implements environmental protection measures in accordance with the findings and instructions. 

2.5. Implements emergency measures of the establishment in cases of emergency and dangerous states.
2.6. Has the waste materials to be eliminated safely.
2.7. Uses instruments, devices and tools in accordance with the environmental health instructions. 
2.8. Supervises personnel’s compliance with the environmental protection rules.
Context 2:

Acts in accordance with the Environmental Protection instructions of the establishment for each of the performance criteria.
2.1 and 2.4: Acts in accordance with the special features of the work and area on which such work will be performed.
Learning Outcome 3: Enhances efficiency of the sources of the establishment.
3.1. Uses establishment sources such as energy, consumables and time economically and efficiently.
3.2. Recommends energy saver and efficient electronic materials and hardware.
3.3. Uses electronic materials and hardware with minimum energy and efficiency in accordance with the working instructions.
3.4. Supervises personnel’s efficient use of the sources in a planned and unplanned manner.

	8
	 TESTING AND ASSESSMENT 

	 8 a) Theoretical Exam

	T1.1 (4-option multiple choice theoretical exam): 10 questions regarding this qualification unit should be included in T1 exam and the users should give at least 7 correct answers. Average 2 minutes for each question should be provided.  

	 8 b) Performance Exam

	Performance exam shall not be applied.

	 8 c) Other requirements regarding testing and assessment

	-

	9
	 INSTITUTION(S) DEVELOPED THE QUALIFICATION 
	TUBIDER Information Sector Association

	10
	 SECTOR COMMITTEE VALIDATED THE QUALIFICATIONS 
	VQA Information Technologies Sector Committee

	11
	 APPROVAL DATE AND NR. OF VQA ADMINISTRATIVE BOARD 
	-


ANNEXES
ANNEX A-1: Information regarding the Recommended Training to Provide the Qualification Unit 
A training program for minimum ____ hours which includes training contents, identifications of which are given below, is recommended to provide this qualification.

	{REFERENCE CODE} QUALITY MANAGEMENT AND OCCUPATIONAL DEVELOPMENT ACTIVITIES QUALIFICATION UNIT

	1
	 QUALIFICATION UNIT TITLE 
	Quality Management and Occupational Development Activities 

	2
	REFERENCE CODE
	{Reference No}/A2

	3
	LEVEL
	5

	4
	 CREDIT VALUE
	-

	5
	 A)PUBLISH DATE
	-

	
	 B)REVISION NO
	-

	
	 C) REVISION DATE
	-

	6
	 OCCUPATIONAL STANDARD RELATED TO THE QUALIFICATION UNIT

	Computer Hardware Personnel (Level 5) National Qualification Standard{Reference No}

	7
	 LEARNING OUTCOMES

	Learning Outcome 1: Supports quality practices.
1.1. Applies quality assurance methods and rules in operation processes.

1.2. Fills forms concerned with the quality methods and rules regarding the operation.

1.3. Supervises the quality of the operations performed and their compliance with the standards.
1.4. Informs his/her chief/ related authority about the malfunctions and troubles detected during operations.

1.5. Attends prevention works of detected malfunctions and troubles.
1.6. Attends works regarding the improvement of the operation processes.
Context 1:

1.1, 1.2, and 1.3: Acts in accordance with the quality methods and rules of the establishment.

	8
	 TESTING AND ASSESSMENT 

	 8 a) Theoretical Exam

	T1.1 (4-option multiple choice theoretical exam): 5 questions regarding this qualification unit should be included in T1 exam and the users should give at least 3 correct answers. Average 2 minutes for each question should be provided.  

	 8 b) Performance Exam

	Performance exam shall not be applied.

	 8 c) Other requirements regarding testing and assessment

	-

	9
	 INSTITUTION(S) DEVELOPED THE QUALIFICATION 
	TUBIDER Information Sector Association

	10
	 SECTOR COMMITTEE VALIDATED THE QUALIFICATIONS 
	VQA Information Technologies Sector Committee

	11
	 APPROVAL DATE AND NR. OF VQA ADMINISTRATIVE BOARD 
	-


ANNEXES
ANNEX A-1: Information regarding the Recommended Training to Provide the Qualification Unit 
A training program for minimum ____ hours which includes training contents, identifications of which are given below, is recommended to provide this qualification.

	{REFERENCE CODE} WORK ORGANIZATION
QUALIFICATION UNIT

	1
	 QUALIFICATION UNIT TITLE 
	Work Organization

	2
	REFERENCE CODE
	{Reference No}/A3

	3
	LEVEL
	5

	4
	 CREDIT VALUE
	-

	5
	 A)PUBLISH DATE
	-

	
	 B)REVISION NO
	-

	
	 C) REVISION DATE
	-

	6
	 OCCUPATIONAL STANDARD RELATED TO THE QUALIFICATION UNIT

	Computer Hardware Personnel (Level 5) National Qualification Standard{Reference No}

	7
	 LEARNING OUTCOMES

	Learning Outcome 1: Makes work and personnel planning.
1.1. Takes work orders from system, related unit or chief.

1.2. Analyzes work orders. 
1.3. Assesses work orders with his/her chief if necessary.
1.4. Determines due operations in the periodical work schedule. 
1.5. Determine suitable work place for the operations to be carried out.
1.6. Develops a work plan, approved by his/her chief for the operations to be performed.
1.7. Performs work distribution between teams/personnel according to approved work schedule.
1.8. Supervises the operations carried out by the personnel within his/her responsibility.
1.9. Controls the operations carried out by the personnel within his/her responsibility if necessary.
1.10. Conduct administrative processes of the related personnel within the framework of powers and responsibilities entrusted to him/her.
Learning Outcome 2: Provides instruments, devices and hardware required for the activities.
2.1. Performs inventory tracking process within the context of the storage he/she is responsible for according to the designated criteria.
2.2. Has materials, hardware and services provided according to the inventory tracking and work plan. 
2.3. Performs calibration tracking for available instruments and devices.
2.4. Prepares instruments, devices and sets appropriately to the work.
Learning Outcome 3: Has working area arranged appropriately to the work.
3.1. Examines the working area to have the operations run without deductions and appropriately.
3.2. Has the working area align with the work technically and in terms of security. 
3.3. Has the irrelevant materials removed from the working area.
3.4. Places relevant instruments, devices and tools on the working area.
3.5. Stops unused electrical instruments, devices and tools’ supply of electricity in the working area.
3.6. Cleans the working area after the operation, and leaves the area appropriate for the other operations to be performed.
Learning Outcome 4: Performs entry, reporting and filing processes.

4.1. Fills the forms regarding the processes performed.
4.2. Checks the forms filled by the teams under his/her service.
4.3. Inputs the filled forms to the digital system, if available.
4.4. Delivers the forms to the related units, if available, after the control and approval of his/her chief. 
4.5. Prepares reports for senior management or his/her chief about the results of the operation performed.
4.6. Makes archives of the forms and reports appears at the end of the work to enable technical transfer in the following levels.
4.7. Keeps software to be used in operation processes within digital archive.
4.8. Make contributions on keeping the digital archive securely and up-to-date.
Learning Outcome 5: Enhances coordination with the other members of professions in operation processes. 
5.1. Has the electric wiring processes performed by making contact with electrician. 
5.2. Has the processes regarding the environmental regulatory by making contact with air conditioning system.
5.3. Has telephone and internet connection operations performed by making contact with telephone exchange personnel.

5.4. Has medium and high level network operations performed by making contact with network technologies personnel. 
5.5. Has the necessary hardware provided by making contact with computer hardware salesperson. 
5.6. Has providing and configuration processes of the necessary software performed by making contact with software developer. 
Context 5:

Operations regarding all processes, working areas and processes conducted within the working area are operations to be expected from other members of professions within the Context of all the success criteria. 

	8
	 TESTING AND ASSESSMENT 

	 8 a) Theoretical Exam

	T1.1 (4-option multiple choice theoretical exam): 15 questions regarding this qualification unit should be included in T1 exam and the users should give at least 10 correct answers. Average 2 minutes for each question should be provided.  

	 8 b) Performance Exam

	Performance exam shall not be applied.

	 8 c) Other requirements regarding testing and assessment

	-

	9
	 INSTITUTION(S) DEVELOPED THE QUALIFICATION 
	TUBIDER Information Sector Association

	10
	 SECTOR COMMITTEE VALIDATED THE QUALIFICATIONS 
	VQA Information Technologies Sector Committee

	11
	 APPROVAL DATE AND NR. OF VQA ADMINISTRATIVE BOARD 
	-


ANNEXES
ANNEX A-1: Information regarding the Recommended Training to Provide the Qualification Unit 
A training program for minimum ____ hours which includes training contents, identifications of which are given below, is recommended to provide this qualification.

	{REFERENCE CODE} COMPUTER ASSEMBLY AND CONFIGURATION
QUALIFICATION UNIT

	1
	 QUALIFICATION UNIT TITLE 
	Computer Assembly and Configuration

	2
	REFERENCE CODE
	{Reference No}/A4

	3
	LEVEL
	5

	4
	 CREDIT VALUE
	-

	5
	 A)PUBLISH DATE
	-

	
	 B)REVISION NR
	-

	
	 C) REVISION DATE
	-

	6
	 OCCUPATIONAL STANDARD RELATED TO THE QUALIFICATION UNIT

	Computer Hardware Personnel (Level 5) National Qualification Standard{Reference No}

	7
	  LEARNING OUTCOMES

	Learning Outcome 1: Make preparations for pre-assembly.
1.1. Demands materials from storage according to the material list indicated in the work order.

1.2. Receives materials by checking whether they have been exposed to physical impact and whether they are free of damages.
1.3. Receives assembly guidelines and other technical documents.
1.4. Checks certificates of warranty of the products within the framework of legal arrangements.
1.5. Checks the correspondence of the components to the computer system and each other. 
1.6. Checks whether power supply to be used in the system meets the power requirements of the system.
1.7. Keeps consumables to be used during the assembly process as reserved in the working area.
Learning Outcome 2: Performs assembly process of the desktop computer system case.
2.1. Removes protective components which are present on the main board, and prepares them for the assembly of main components.
2.2. Assembles processor, cooler and memory units on the main board. 
2.3. Prepares system case for the assembly of the internal components.
2.4. Assembles the power supply into the case.
2.5. Assembles interior cooling fans. 
2.6. Assembles the main board inside the system case.
2.7. Make connections of indicator, instruction and power cables in the main board. 
2.8. Assembles the storage units and the components assembled to the other section.
2.9. Assembles graphics card and other expansion boards.
2.10. Connects graphics card bridges in case more than one display card will be used. 
2.11. Detects priorities between storage units by performing configuration process of physical bypass switches.

2.12. Makes data and power cables connections of all the internal components.
2.13. Closes computer case cover upon checking the correctness of the components’ settlements and upon checking whether the connections are fully performed.
Context 2:
- Acts in accordance with the hardware operating guide and technical documents.
- Works under anti-static protection measures.

- Assembles all the components to be placed in the system case within specific sections reserved for them according to their types.
- Assembles all the units to be fastened on the case via screw and special handles.
Above mentioned context shall be valid for all the success criteria of the learning output.
Learning Outcome 3: Assembles computer systems which are partially assembled. 
3.1. Prepares the computer for the assembly process by opening lower assembly cover of the case for laptop systems.
3.2. Removes the case cover to allow the insert components in barebone systems. 
3.3. Assembles processor, cooler and memory units on the main board. 
3.4. Assembles storage units in such a manner that they settle on the appropriate PIN structure in the case.
3.5. Makes connections of all interior components and data and power cables, if available.
3.6. Closes computer case cover upon checking the correctness of the components’ settlements and upon checking whether the connections are fully performed.
3.7. Performs assembly process of battery for the systems in which interior battery is present. 
Context 3:

- Acts in accordance with the hardware operating guide and technical documents.
- Works under anti-static protection measures.
Above mentioned context shall be valid for all the success criteria of the learning output.
Learning Outcome 4: Performs start-up process of the computer system.
4.1. Connects external input and output devices, if available, to the system.
4.2. Connects peripheral units, excluding the ones which use USB connection, to the system. 
4.3. Make electric connections of the system and all peripheral units which use external power supply.
4.4. Checks the correctness of the control and warning beeps and indicator lights by supplying energy to the system. 
4.5. If any warning beep is in question, which is a signal for a failure in assembly, cuts the power of the system and fixes the assembly fault. 
4.6. Informs authorized personnel for trouble detecting and maintenance processes id the computer system does not work. 
4.7. Checks date and time settings by running BIOS administrative software. 
4.8. Checks whether the processor, memory and storage units are perceived correctly with BIOS software. 
4.9. Checks whether the heat and voltages of the hardware are within reasonable frequencies. 
4.10. Performs installation adjustments if hardware requiring special BIOS configuration are in question.
4.11. Closes BIOS software and system upon saving the settings. 
Learning Outcome 5: Performs operating system installation.
5.1. Installs operating system, supported by hardware and preferred by customer, from boot device. 
5.2. Performs first user logon process in the operating system. 
5.3. Verifies the fact that processor memory and storage units are identified correctly by the system. 
5.4. Detects hardware units, unidentified by the operating system. 
5.5. Installs up-to-date driver software in the websites of hardware manufacturers, if internet connection is available. 
5.6. Installs drivers of the hardware, unidentified or more up-to-date versions of which are available.  
5.7. Performs installation processes the peripheral units, which use USB connection. 
5.8. Verifies the fact that operation functions properly by using the functions of the peripheral units. 
5.9. Verifies the fact that hardware are working at expected performance level with performance test software. 
5.10. Installs network and internet connections.
5.11. Performs the installation process of updating and software patches related with the operating system. 
5.12. Sets up security software to meet the basic security requirements. 
5.13. Takes the display of disk partition on which the operating system has been installed, and performs pack up process. 

	8
	 TESTING AND ASSESSMENT 

	 8 a) Theoretical Exam

	T1.1 (4-option multiple choice theoretical exam): 50 questions regarding this qualification unit should be included in T1 exam and the users should give at least 35 correct answers. Average 2 minutes for each question should be provided. At least 15 simulation questions shall be included in the exam. 

	 8 b) Performance Exam

	Performance exam shall not be applied.

	 8 c) Other requirements regarding testing and assessment

	-

	9
	 INSTITUTION(S) DEVELOPED THE QUALIFICATION 
	TUBIDER Information Sector Association

	10
	 SECTOR COMMITTEE VALIDATED THE QUALIFICATIONS 
	VQA Information Technologies Sector Committee

	11
	 APPROVAL DATE AND NR. OF VQA ADMINISTRATIVE BOARD 
	-


ANNEXES
ANNEX A-1: Information regarding the Recommended Training to Provide the Qualification Unit 
A training program for minimum ____ hours which includes training contents, identifications of which are given below, is recommended to provide this qualification.

	{REFERENCE CODE} COMPUTER MAINTENANCE, TROUBLE DETECTING AND SIMPLE TROUBLESHOOTING QUALIFICATION UNIT

	1
	 QUALIFICATION UNIT TITLE 
	Computer Maintenance, Trouble Detecting and Simple Troubleshooting 

	2
	REFERENCE CODE
	{Reference No}/B1

	3
	LEVEL
	5

	4
	 CREDIT VALUE
	-

	5
	 A)PUBLISH DATE
	-

	
	 B)REVISION NR
	-

	
	 C) REVISION DATE
	-

	6
	 OCCUPATIONAL STANDARD RELATED TO THE QUALIFICATION UNIT

	Computer Hardware Personnel (Level 5) National Qualification Standard{Reference No}

	7
	 LEARNING OUTCOMES

	Learning Outcome 1: Performs software maintenance of the computer.
1.1. Detects harmful software with up-to-date security software and secures the system. 
1.2. Cleans unnecessary files and software by running disc cleaning software. 
1.3. Arranges entry divisions of the fields over hard disk via consolidation software.
1.4. Deactivate unnecessary service and software or removes them. 
1.5. Checks new versions of the BIOS software. 
1.6. Updates BIOS software if it covers an important innovation in terms of the system. 
1.7. Performs instalment process of update and patches regarding the operation system.
1.8. Performs instalment processes of up-to-date or alternative versions of application.
Context 1:
1.8: Detects up-to-date or alternative software versions according to software licence of the user. 
Learning Outcome 2: Performs hardware maintenance of computer.
2.1. Determines physical locations of computer and peripheral units thereof in a way not to block ventilation. 
2.2. Adjusts electric connections and switches, if available, according to the regional network. 
2.3. Makes external electric and data cables safe by using cable organizers.
2.4. Cleans ventilation input and exterior surfaces of external computer display and peripheral units thereof. 
2.5. Cleans lower and intermediate parts of keyboard.
2.6. Cleans optical or roller sensors of the mouse and lower parts and the parts between the buttons thereof. 
2.7. Cleans inside part of the computer case. 
2.8. Detects hardware units, likely to be upgraded, in the system. 
Context 2:

Works under anti-static protection measures at all success criteria.
2.5, 2.6, 2.7 and 2.8: Uses cleaning materials appropriate for the technical specifications of hardware. 
Learning Outcome 3: Replaces computer hardware with the new ones.
3.1. Analyses compliance of component, decided to be upgraded, with the system. 
3.2. Detects potential problems, likely to rise as a result of changing a component, and their solutions. 
3.3. Performs pre-assembly preparation processes.
3.4. Backup the software, if he/she is to perform any internal hardware change. 
3.5. Disconnects external component’s connection cables for energy and system case.
3.6. Displaces case covers and other components to remove internal component. 
3.7. Removes internal component from the system by disconnecting cable and case connections thereof. 
3.8. Fastens connection cables of the new external component for energy and system case.
3.9. Assembles new internal components inside the case. 
3.10. Re-assembles the components and case covers, which are removed for the internal component assembly process. 
3.11. Runs the system and installs driver and software updates regarding the new component. 
3.12. Tests whether the configuration process has been performed correctly by using functions of the new component. 
3.13. Determines how to make use of old component. 
3.14. Offers appropriate transportation conditions if the old component is to be delivered to the user. 
3.15. Keeps the old component into storage if it is not to be delivered to the user. 
3.16. Has the component, which is unlikely to be used again, disposed as per legal arrangements.
Context 3:
3.4: Performs in accordance with 1st learning outcome of {Reference No}/A4 Qualification Unit

3.9: Performs in accordance with 2nd and 3rd learning outcomes of {Reference No}/A4 Qualification Unit. 

3.5, 3.6, 3.7, 3.8, 3.9 and 3.10: Works under anti-static protection measures.
Learning Outcome 4: Decides where the source of a trouble within computer system is. 
4.1. Gathers information about the trouble from user. 
4.2. Checks electric connections of the system and checks whether power transfer is present in the line. 
4.3. Checks whether the system has been exposed to a physical damage.

4.4. Checks the connections of external hardware for the system case. 
4.5. Tests whether external components are problematic by using them in other computer systems. 
4.6. Checks energy and data connections of internal hardware. 
4.7. Checks whether there are any foreign substance, or any conditions of over-dust or contact with liquid, likely to be appear within the system. 
4.8. Checks whether the cooling systems are in operation. 
4.9. Detects oral/written error reporting from the computer and /or trouble findings. 
4.10. Analyses voltage and temperature values of the internal hardware via BIOS application. 
4.11. Analyses CMOS configuration via BIOS application.

4.12. Checks whether BIOS battery provides energy. 
4.13. Checks updates for BIOS software.
4.14. Analyses driver problems and resource conflict over operating system. 
4.15. Analyses configuration of operating system.

4.16. Scans for harmful software by using up-to-date security software. 
4.17. Supervises coherence of software used with operating system.
4.18. Supervises new update and patches regarding the operating system. 
4.19. Analyses responses likely to be given by system performance software test software and hardware. 
4.20. Gathers information about error findings from technical documents and via internet research. 
4.21. Decides where the source of the trouble is according to analyses he performed and error findings.
Context 4:

4.21: Energy related, cooling related and simple connection troubles are software problems or hardware trouble. 
Learning Outcome 5: Solves energy-related, cooling and simple connection problems. 
5.1. Has the system to acquire power supply in accordance with the regional conditions. 
5.2. Provides connections of external hardware to the system case. 
5.3. Solves problems in the energy and connections of the internal hardware.

5.4. Removes foreign substances from the inside of the system case. 
5.5. Cleans the inside part of the system case.
5.6. Replaces problematic fans with the new ones. 
5.7. Changes problematic or dated BIOS battery.
Context 5:

5.5: Uses cleaning materials appropriate for the technical specifications of the hardware.
Learning Outcome 6: Solves software-related problems. 
6.1. Set default settings of BIOS and/or arranges the problematic configurations. 
6.2. Updates BIOS software to its new version. 
6.3. Updates problematic or old driver software. 
6.4. Manages resource conflicts of hardware drivers. 
6.5. Solves operation process configuration problems. 
6.6. Puts harmful software in quarantine by using up-to-date security software. 
6.7. De-actives or removes software and services, which are not in compliance with the operating system.
6.8. Performs instalment processes of updating and patching regarding the operating system.
6.9. Performs restoring process using operating system backups, if available, in case of the problems haven’t been solved. 
6.10. Backups the user data and reinstall the operating system, in case of the problems haven’t been solved. 
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	T1.1 (4-option multiple choice theoretical exam): 50 questions regarding this qualification unit should be included in T1 exam and the users should give at least 35 correct answers. Average 2 minutes for each question should be provided. At least 15 simulation questions shall be included in the exam. 

	 8 b) Performance Exam

	Performance exam shall not be applied.

	 8 c) Other requirements regarding testing and assessment

	-

	9
	 INSTITUTION(S) DEVELOPED THE QUALIFICATION 
	TUBIDER Information Sector Association

	10
	 SECTOR COMMITTEE VALIDATED THE QUALIFICATIONS 
	VQA Information Technologies Sector Committee

	11
	 APPROVAL DATE AND NR. OF VQA ADMINISTRATIVE BOARD 
	-


ANNEXES
ANNEX A-1: Information regarding the Recommended Training to Provide the Qualification Unit 
A training program for minimum ____ hours which includes training contents, identifications of which are given below, is recommended to provide this qualification.

	{REFERENCE CODE} HARDWARE TROUBLE DETECTING AND ADVANCE TROUBLESHOOTING QUALIFICATION UNIT

	1
	 QUALIFICATION UNIT TITLE 
	Hardware Trouble Detecting and Advance Troubleshooting

	2
	REFERENCE CODE
	{Reference No}/B2

	3
	LEVEL
	5

	4
	 CREDIT VALUE
	-

	5
	 A)PUBLISH DATE
	-

	
	 B)REVISION NR
	-

	
	 C) REVISION DATE
	-

	6
	OCCUPATIONAL STANDARD RELATED TO THE QUALIFICATION UNIT

	Computer Hardware Personnel (Level 5) National Qualification Standard{Reference No}

	7
	 LEARNING OUTCOMES

	Learning Outcome 1: Detects problematic components and intervention.

1.1. Gathers information from the system or user about the problem. 
1.2. Checks whether the power supply and adapter is used in accordance with the regional network conditions. 
1.3. Checks whether the power supply and adapter are able to cover the supply requirements of the system. 
1.4. Measures AC, which enters into the power supply or adapter, and DC acquired with multimeter.
1.5. Detects oral/written error reportings from the computer and /or trouble findings.
1.6. Detects mechanical problems regarding the hardware, which have mechanical operation systems such as optical driver and hard disk. 
1.7. Follows up the codes in the start-up process via POST or Mini PCI POST cards.

1.8. Detects problematic internal components by analyzing the codes obtained from POST cards.
1.9. Detects whether it is necessary to treat the problematic component in a private authorized service. 
1.10. Detects whether there are any other privately authorized personnel to treat the component. 
Learning Outcome 2: Repairs desktop computer power supply. 
2.1. Removes power supply’s cables for the internal components and fastening connections thereof with the case.

2.2. Opens the case of the power supply. 
2.3. Cleans the power supply fan and replaces it with a new one. 
2.4. Changes power supply blow and replaces it with a blow which is suitable for the desired current. 
2.5. Performs electronic repairing process of the power supply in accordance with the product scheme. 
2.6. Assembles the cover of the power supply.

2.7. If the repairing process fails, replaces it. 
2.8. Assembles repaired or replaced power supply to computer case. 
Learning Outcome 3: Repairs main board. 
3.1. Removes all internal components, cables and power supplies placed in the case and removes the main board from the case. 
3.2. Separates basic system components assembled on the main board. 
3.3. To detect possible physical damages, analyses the surface of the main board and junction points visually. 
3.4. Puts the main board to the space assembly condition.
3.5. Performs electric connections in line with the idling instructions of power supply
3.6. Checks whether the main board draws power and runs.
3.7. Checks whether the voltage distribution is proper by using CPU emulator. 
3.8. Puts processor, processor fan, memory and trouble detecting cards. 
3.9. Checks 3.3V, 5V and 12V voltage distributions. 
3.10. Checks CLOCK and voltages of chipsets. 
3.11. Checks hardware addresses, CLOCK and RESET signs with PCI test card.
3.12. Checks main operating voltages of external and internal junction points on the main board. 
3.13. Detects problematic electronic elements on the main board with his/her knowledge on electronics. 
3.14. Changes problematic items and chips using his/her knowledge on electronics, SMD and BGA.
3.15. Tests the main board after the replacement of items via space assembly. 
3.16. If the repairing process of the main board fails, replaces it with a new one. 
3.17. Assembles repaired or replaced main board to the computer system. 
Context 5:
5.7, 5.10 and 5.11: Performs the checking processes with multimeter and oscilloscope. 
Learning Outcome 4: Solves problems of other internal components. 
4.1. Removes problematic internal components from the case, taking into consideration their technical specifications. 
4.2. To detect possible physical damages, analyses the surface of the component surfaces and junction points visually.

4.3. Tests the component in space assembly by using alternative hardware components. 
4.4. Replaces the components such as processor, which cannot be repaired, with new ones.
4.5. Checks CLOCK and voltages with multimeters and Oscilloscopes according to the product schemes.
4.6. Detects problematic electronic elements on the component with his/her knowledge on electronics. 
4.7. Changes problematic items and chips by using his/her knowledge on electronics, SMD and BGA soldering. 
4.8. Tests the components after repairing process in space assembly. 
4.9. If the repairing process of the component fails, replaces it with a new one.

4.10. Assembles repaired or replaced component to the computer system. 
Learning Outcome 5: Repairs LCD display. 
5.1. Disconnects the LCD display by removing power and data cables, if the LCD display is connected the system externally. 
5.2. Opens case of the external LCD display.
5.3. Removes display part of the system case if the LCD display is connected to the system internally. 
5.4. Examines LCD INVERTER, control and voltage card junction points visually to detect possible physical damages.
5.5. Checks CLOCK and voltages with multimeters and Oscilloscopes according to the product schemes.
5.6. Detects problematic electronic elements on the component with his/her knowledge on electronics.
5.7. Changes problematic items and chips by using his/her knowledge on electronics, SMD and BGA soldering.

5.8. Tests the display on possible lowest assembly level after the replacement process. 
5.9. If the repairing process of the LCD display fails, replaces it with a new one.
5.10. Assembles repaired or replaced internal display in the display section within the system case. 
5.11. Assembles repaired external display in its case. 
5.12. Make connections to the computer system by using power and data cables of repaired or replaced external display.
Learning Outcome 6: Solves problems regarding the other external components. 
5.1. Disconnects problematic external components by removing data and power cables, if available, from the computer system. 
5.2. Replaces components, which cannot be repaired electronically, such as keyboard and mouse with new ones.
5.3. Disassembles the case of the component. 
5.4. To detect possible physical damages, analyses the surface of the component and junction points visually.
5.5. Checks CLOCK and voltages with multimeters and Oscilloscopes according to the product schemes.
5.6. Detects problematic electronic elements on the component with his/her knowledge on electronics.
5.7. Changes problematic items and chips by using his/her knowledge on electronics, SMD and BGA soldering.
5.8. Tests the display on possible lowest assembly level after the replacement process.
5.9. Assembles the repaired component to its case. 
5.10. If the repairing process of the component fails, replaces it with a new one.
5.11. Connects the repaired or replaced component to the computer system by using data and power cable, if available. 
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ANNEXES
ANNEX A-1: Information regarding the Recommended Training to Provide the Qualification Unit 
A training program for minimum ____ hours which includes training contents, identifications of which are given below, is recommended to provide this qualification.

____
	{REFERENCE CODE} USER RELATIONSHIP AND TECHNICAL SUPPORT 
QUALIFICATION UNIT

	1
	 QUALIFICATION UNIT TITLE 
	User Relationship and Technical Support 

	2
	REFERENCE CODE
	{Reference No}/B3

	3
	LEVEL
	5

	4
	 CREDIT VALUE
	-

	5
	 A)PUBLISH DATE
	-

	
	 B)REVISION NR
	-

	
	 C) REVISION DATE
	-

	6
	 OCCUPATIONAL STANDARD RELATED TO THE QUALIFICATION UNIT

	Computer Hardware Personnel (Level 5) National Qualification Standard{Reference No}

	7
	 LEARNING OUTCOMES

	Learning Outcome 1: Provides remote technical support. 
1.1. Receives general information from the user about the problem by using communication tools. 
1.2. Receives information from the user about the problem (When and how it appeared).

1.3. Ascertains whether the computer shows error message. 
1.4. Ascertains what the last hardware and software change was performed on the system, if there had been any.

1.5. Determines whether the problem can be remotely solved in accordance with the information received from user. 
1.6. Guides the user for the solution by using communication tools or remote access programs. 
Learning Outcome 2: Offers on-site technical support.

2.1. Receives information from the user about the problem (When and how it appeared).
2.2. Ascertains what the last hardware and software change was performed on the system, if there had been any. 
2.3. Ascertains whether the computer shows error message.
2.4. Determines whether the problem can be solved on-site support in accordance with the information received from user.
2.5. Performs maintaining, trouble detecting and repairing activities, which are applicable on-site. 
Learning Outcome 3: Keeps entries of user.
3.1. Makes contact with the user by interviewing, orally, in written, by using telephone on internet. 
3.2. Fills information form about the user. 
3.3. Enters user and operation registers to customer relationships management system. 
Learning Outcome 4: Enhances coordination with the user.
4.1. Gives user preliminary information on the operation to be performed, and receives his/her permission. 
4.2. Informs the user about the price and/or calculated cost regarding the service or product.
4.3. Informs the user about the hardware and operations, which are out of warranty. 
4.4. Informs the user about the estimated time for completion of work according to the work .
4.5. Guides the user in a correct way in accordance with the company method and rules about the decisions to be made. 
4.6. Acts in accordance with the user demands according to information he/she gave and feedback he/she received.
4.7. If any operation process, different from the one about which the user was informed, is in question because of the subsequent conditions; explains the condition to the user and receives his/her approval.
Learning Outcome 5: Makes delivery to the user.
5.1. Delivers the hardware, operations to be performed on which have been completed, in accordance with the company rule and methods. 
5.2. Fills the forms on the operations, and delivers user copies to the users. 
5.3. Approves certificates of warranty and delivers them to the user with operating guides and receipts. 
5.4. Explains the points which are needed to be paid attention while working with the computer and points which are important in terms of health. 
5.5. Offers the user basic information about backup, privacy and security. 
Learning Outcome 6: Provides small-scale network installation support. 
6.1. Demands network hardware and consumables in accordance with the network project. 
6.2. Receives the materials upon checking whether they are exposed to physical impact and whether they are damage-free or not. 
6.3. Receives assembly guides and other technical documents. 
6.4. Checks certificates of warranties of the products within the legal frameworks. 
6.5. Keeps consumables to be used during the assembly process as reserved in the working area.
6.6. Performs physical location process of network hardware. 
6.7. Performs cable channel assembly process on the route determined in the network layout plan. 
6.8. Furnishes straight through cables and spiral cables taking into consideration the cutting allowance required to be left.
6.9. Terminates the cables with suitable connectors. 
6.10. Performs signal tests of the cables.
6.11. Provides a network backbone by connecting active network hardware with network cables.
6.12. Configures the wireless access points for the secure connection of network termination hardware. 
6.13. Configures central IP distribution service for the network termination hardware, to which dynamic IP address is to be assigned. 
6.14. Configures internet connection. 
6.15. Configures network termination hardware. 
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